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JOB DESCRIPTION



Job:	 		Data Protection Officer
Location:  		Midlands Based  
Reports to:		CTO
Salary:		£75k to £80k 
Contract term:	FTE
Travel Required:  	National travel required in line with business requirements


MAIN PURPOSE OF ROLE

The Data Protection Officer (DPO) will ensure that all data relating to children, their families, and staff is handled lawfully and securely in compliance with data protection legislation (UK GDPR, Data Protection Act 2018) and safeguarding best practice. The DPO will support the childcare organisation to foster a culture of privacy, ensuring that sensitive personal data is safeguarded, children’s rights are protected, and all data processing is conducted responsibly.


KEY ACTIVITIES

· Develop and maintain data protection policies and procedures that prioritise the safety and privacy of children and their families.
· Serve as the primary point of contact for data subjects, parents/guardians, local authorities, and the Information Commissioner’s Office (ICO).
· Conduct Data Protection Impact Assessments (DPIAs) for new projects and processes, ensuring the privacy and safety of children’s data is central to decision-making.
· Provide training and awareness to all employees and carers to embed data privacy, confidentiality, and safe information handling into their daily work.
· Maintain and review records of all data-processing activities to ensure they comply with statutory requirements and safeguarding practices.
· Review, negotiate, and maintain Data Processing Agreements (DPAs) with all third-party service providers to ensure they comply with the organisation’s data protection and confidentiality standards.
· Investigate, manage, and report data breaches or incidents, with particular emphasis on mitigating risks to children and vulnerable people.
· Liaise with IT, HR, and management teams to ensure effective privacy-by-design processes across all IT systems, databases, and communication channels.
· Support the organisation in fulfilling subject access requests (SARs), ensuring information is shared fairly, promptly, and with careful consideration of safeguarding obligations.








KEY SKILLS

· Deep understanding of UK data protection law and principles, especially concerning children and vulnerable individuals.
· Strong communication skills with the ability to explain data protection requirements to all levels of the organisation, including front-line childcare workers.
· High ethical standards, integrity, and commitment to confidentiality.
· Excellent problem-solving and risk management skills.
· Empathy and sensitivity in dealing with personal data that may be highly sensitive in nature.
· Strong organisation skills with a proactive, methodical, and meticulous attention to detail.
· Proven ability to conduct effective training and support colleagues across the organisation.
· Strong problem-solving abilities.
· Emotional Intelligence – empathy, resilience and influence
· Facilitation
· Agility in a fast-paced environment
· Dealing with resistance

EDUCATION & EXPERIENCE 

· Relevant qualification in law, information governance, compliance, or a related field.
· A professional data protection qualification (e.g. CIPP/E, CIPM, BCS Data Protection) is highly desirable.
· 3 - 5+ years of experience as a DPO and/or DPM.
· Experience working in a childcare, educational, or similar sector where safeguarding of children and sensitive personal data is paramount.
· Familiarity with safeguarding protocols and the intersection of data protection with child welfare legislation.
· Experience of leading data audits, Data Protection Impact Assessments, and handling Subject Access Requests.
· Awareness of confidentiality, consent, and capacity considerations in a child-focused environment
· Strong knowledge of planning and communication channels.

MEASURES OF SUCCESS
· Consistent compliance with data protection laws and safeguarding requirements in all aspects of childcare practice.
· Positive audit and inspection findings in relation to data protection and information governance.
· Reduction in data incidents or breaches, and rapid, appropriate management of any that occur.
· High levels of data privacy awareness and confidence among staff and carers.
· Strong parent, carer, and stakeholder trust and satisfaction in the organisation’s data-handling practices.
· Effective data-processing policies and processes that support safe, ethical care of children and young people.
GENERAL

· Operate with pace, purpose and professionalism
· Demonstrate the company REACH values are at the centre of all you do
· Undertake training and development deemed necessary for the pursuance of the post
· Comply with all company policies & procedures
· Attention to detail, ability to follow instructions and take ownership of workload.

ORGANISATIONAL
· Ensuring compliance with safeguarding procedures, throughout all work within the Company, keeping the manager informed of work in progress and inform the manager immediately of any child protection matter or serious complaint.
· To fulfil Health & Safety responsibilities.
· To work within the provisions of the Data Protection Act, observing strict confidentiality in relation to all aspects of work undertaken.
· Undertake training and development deemed necessary for the pursuance of the post
· Comply with key company policies including; 
· Equal Opportunities Policy and Procedure in all employment practices
· No smoking policy
· IT Acceptable usage, Information Security and Data Protection policies 
· Travel to Compass Community offices and locations may be required as part of the role
· The nature of the business means that tasks and responsibilities are sometimes unpredictable. Employees are therefore expected to work flexibly when the occasion arises where tasks, which are not specifically covered in the job description, need to be undertaken.
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